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(57) ABSTRACT

A wired network may be used to carry signals for a wireless
network, in a frequency-shifted manner, to extend the range
of the wireless network. A wired network may detect signal
interference emanating from a wireless service provider, and
received through a leak in the wired network’s infrastruc-
ture. Devices may be installed or leveraged in the vicinity of
the interference to extend the wireless service to geographic
areas that may have poor reception. The devices may
amplify wireless downstream signals and transmit them
wirelessly, and may receive upstream wireless communica-
tions and transmit them upstream in the wired network’s
protocol.
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1
COMMUNICATION NETWORK

BACKGROUND

Wired networks, such as coaxial cable optical fiber and
traditional twisted-pair telephone networks, typically
employ a vast network of wiring for carrying communica-
tion signals. Users of such networks enjoy a wide array of
features and services, but demand for these features and
services is neverending; and additional capacities such as
using or extending a wireless network are desirable. There
remains a constant need to offer greater functionality and
wider array of services to users.

SUMMARY

The summary provided herein is merely a summary of
illustrative examples, and is not intended to serve as a
limitation on the claims or the scope of this disclosure.

The features herein include methods, systems and appa-
ratus for extending coverage of a wireless network to areas
that may not be adequately covered by the wireless net-
work’s own facilities. In some embodiments, a computing
device at a user’s premises may receive a wireless signal and
transmit a frequency-shifted version of the wireless signal at
a frequency on a wired network. The frequency shifting and
transmission may be done without the computing device
decoding any data from the received wireless signal. Down-
stream signals may also be received over the coaxial cable
and retransmitted wirelessly by the computing device, using
a different frequency from one over which the signals were
received by the computing device. In this manner, a wired
network may be used, for example, to carry frequency-
shifted versions of cellular telephone signals. Local wireless
transceivers at users’ homes may be used to frequency shift
the signals and transmit them to (or receive them from) the
user’s devices such as smart cell phones, such that the cell
phones may behave as if they were communicating with a
cell tower.

Some embodiments may manage the intrusion of wireless
signals into a wired network. In some embodiments, a
computing device may be provided to identify geographic
areas in which a particular wireless service has poor cover-
age, and to determine whether the wireless signal can be
detected on the wired network in the vicinity of the geo-
graphic area. If it can, then one or more local amplifiers may
be used or if needed, at the geographic location, to serve as
a wireless extension to bring the wireless service into the
geographic location.

In some embodiments, a proprietor of the wired network
may identify interference signals received on the wired
network, and may determine whether the interference is
occurring at a frequency being used by any wireless service
provider in the area. If it is, then the proprietor of the wired
network may offer to install one or more local amplifiers in
the area, to improve the wireless coverage of the wireless
service provider, as a way to turn a detriment into a potential
benefit.

These and other aspects will be described in connection
with the drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example system on which features
described herein may be implemented.
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FIG. 2 illustrates an example computing device that may
be used to implement any of the computing devices and
servers described herein.

FIGS. 3a and 35 illustrate examples of the FIG. 1 system,
with additional components and detail.

FIG. 3c illustrates an example local amplifier.

FIGS. 4a & b illustrate example methods for handling
wireless signal intrusions in a wired network.

FIG. 5 illustrates an alternate embodiment of the FIG. 35
system.

FIG. 6 illustrates an example wired network with wireless
intrusion.

FIG. 7 illustrates an example method of identifying a
geographic location of a interference in a wired network.

DETAILED DESCRIPTION

FIG. 1 illustrates an example information distribution
network 100 on which many of the various features
described herein may be implemented. Network 100 may be
any type of information distribution network, such as satel-
lite, telephone, cellular, wireless, etc. One example may be
an optical fiber network, a coaxial cable network or a hybrid
fiber/coax (HFC) distribution network. Such networks 100
use a series of interconnected communication links 101
(e.g., coaxial cables, optical fibers, wireless, etc.) to connect
multiple premises 102 (e.g., businesses, homes, consumer
dwellings, etc.) to a local office 103 (e.g., a headend, central
office, a processing facility, etc.). The local office 103 may
transmit downstream information signals onto the links 101,
and each premises 102 may have a receiver used to receive
and process those signals. The geographic location of the
local office 103 can vary, and the local office 103 may be
proximate to a user’s neighborhood in some embodiments,
while in other embodiments, the local office 103 may be
remotely located at a centralized location. The various
servers may be located anywhere, and their location need not
be relevant to a user (e.g., the servers may be in the “cloud”).

There may be one link 101 originating from the local
office 103, and it may be split a number of times to distribute
the signal to various premises 102 in the vicinity (which may
be many miles) of the local office 103. The links 101 may
include components not illustrated, such as splitters, filters,
amplifiers, etc. to help convey the signal clearly, but in
general each split introduces a bit of signal degradation.
Portions of the links 101 may also be implemented with
fiber-optic cable, while other portions may be implemented
with coaxial cable, other lines, or wireless communication
paths.

The local office 103 may include an interface 104, such as
a termination system (TS) or a cable modem termination
system (CMTS) in an example of an HFC-type network,
which may be a computing device configured to manage
communications between devices on the network of links
101 and backend devices such as servers 105-7 (to be
discussed further below). In the example of an HFC-type
network, the TS may be as specified in a standard, such as
the Data Over Cable Service Interface Specification (DOC-
SIS), published by Cable Television Laboratories, Inc.
(ak.a. CableLabs), or it may be a similar or modified device
instead. The TS may be configured to place data on one or
more downstream frequencies to be received by modems at
the various premises 102, and to receive upstream commu-
nications from those modems on one or more upstream
frequencies. The local office 103 may also include one or
more network interfaces 108, which can permit the local
office 103 to communicate with various other external
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networks 109. These networks 109 may include, for
example, Internet Protocol (IP) networks Internet devices,
telephone networks, cellular telephone networks, fiber optic
networks, local wireless networks (e.g., LTE, WiMAX, etc.),
satellite networks, and any other desired network, and the
interface 108 may include the corresponding circuitry
needed to communicate on the network 109, and to other
devices on the network such as a cellular telephone network
and its corresponding cell phones. Collectively, these net-
works 109 may be referred to herein as “the cloud” or “cloud
architecture.”

As noted above, the local office 103 may include a variety
of servers that may be configured to perform various func-
tions. For example, the local office 103 may include a back
office server 105. The back office server 105 may generate
push notifications related to functions such as billing, report-
ing, and subscriber management to deliver data and/or
commands to the various premises 102 in the network (or
more specifically, to the devices in the premises 102 that are
configured to detect such notifications). The local office 103
may also include a content server. The content server 106
may be one or more computing devices that are configured
to provide content to users, who may be, for example, in the
homes. In some embodiments, the content server 106 may
include software to validate (or initiate the validation of)
user identities and entitlements, locate and retrieve (or
initiate the locating and retrieval of) requested content,
encrypt the content, and initiate delivery (e.g., streaming,
transmitting via a series of content fragments) of the content
to the requesting user and/or device. Other server computing
devices may be present as well. Also, the various servers and
elements are depicted in a local office 103, but they need not
be co-located in a common premises, and instead may have
some or all elements remotely in the network 109.

The local office 103 may also communicate with one or
more application servers 107 maintained in the cloud 109.
An application server 107 may be a computing device
configured to offer any desired service, and may run various
languages and operating systems (e.g., servlets and JSP
pages running on Tomcat/MySQL, OSX, BSD, Ubuntu,
Redhat, HTMLS5, JavaScript, AJAX and COMET). For
example, an application server may be responsible for
collecting television program listings information and gen-
erating a data download for electronic program guide list-
ings. Another application server may be responsible for
monitoring user viewing habits and collecting that informa-
tion for use in selecting advertisements. Another application
server may be responsible for formatting and inserting
advertisements in a video stream and/or content item being
transmitted to the premises 102.

An example premises 1024 may include an interface 120,
which may include a modem 110 (or another receiver and/or
transmitter device suitable for a particular network), which
may include transmitters and receivers used to communicate
on the links 101 and with the local office 103. The modem
110 may be, for example, a coaxial cable modem (for coaxial
cable lines 101), a fiber interface node (for fiber optic links
101), or any other desired modem device. The modem 110
may be connected to, or be a part of, a gateway interface
device 111. The gateway interface device 111 may be a
computing device that communicates with the modem 110 to
allow one or more other devices in the home to communicate
with the local office 103 and other devices beyond the local
office. The gateway 111 may be a set-top box (STB), digital
video recorder (DVR), computer server, or any other desired
computing device. The gateway 111 may also include (not
shown) local network interfaces to provide communication
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signals to other devices in the home (e.g., user devices), such
as televisions 112, additional STBs 113, personal computers
114, laptop computers 115, wireless devices 116 (wireless
laptops and netbooks, mobile phones, mobile televisions,
tablet computers, PDA, etc.), and any other desired devices.
Examples of the local network interfaces may include Mul-
timedia Over Coax Alliance (MoCA) interfaces, Ethernet
interfaces, universal serial bus (USB) interfaces, wireless
interfaces (e.g., IEEE 802.11), 3G, WiMax, LTE, Bluetooth
interfaces, and others. In some embodiments, the system
uses ZigBee and Z-Wave compliant devices.

FIG. 2 illustrates general hardware and software elements
that can be used to implement any of the various computing
devices discussed herein. The computing device 200 may
include one or more processors 201, which may execute
instructions of a computer program to perform any of the
features described herein. The instructions may be stored in
any type of computer-readable medium or memory, to
configure the operation of the processor 201. For example,
instructions may be stored in a read-only memory (ROM)
202, random access memory (RAM) 203, removable media
204, such as a Universal Serial Bus (USB) drive, compact
disk (CD) or digital versatile disk (DVD), floppy disk drive,
or any other desired electronic storage medium. Instructions
may also be stored in an attached (or internal) storage 205
(e.g., hard drive, flash, etc.). The computing device 200 may
include one or more output devices, such as a display 206 (or
an external television), and may include one or more output
device controllers 207, such as a video processor. There may
also be one or more user input devices 208, such as a remote
control, keyboard, mouse, touch screen, microphone, cam-
era, etc. The computing device 200 may also include one or
more network interfaces, such as input/output circuits 209
(such as a network card) to communicate with an external
network 210. The network interface may be a wired inter-
face, wireless interface, or a combination of the two. In some
embodiments, the interface 209 may include a modem (e.g.,
a cable modem), and network 210 may include the commu-
nication lines 101 discussed above, the external network
109, an in-home network, a provider’s wireless, coaxial,
fiber, or hybrid fiber/coaxial distribution system (e.g., a
DOCSIS network), or any other desired network.

The FIG. 2 example is an example configuration. Modi-
fications may be made to add, remove, combine, divide, etc.
components as desired. Additionally, the components illus-
trated may be implemented using basic computing devices
and components, and the same components (e.g., processor
201, storage 202, user interface 205, etc.) may be used to
implement any of the other computing devices and compo-
nents described herein. For example, the various compo-
nents herein may be implemented using computing devices
having components such as a processor executing computer-
executable instructions stored on a computer-readable
medium, as illustrated in FIG. 2.

One or more aspects of the disclosure may be embodied
in computer-usable data and/or computer-executable
instructions, such as in one or more program modules,
executed by one or more computers or other devices to
perform any of the functions described herein. Generally,
program modules include routines, programs, objects, com-
ponents, data structures, etc. that perform particular tasks or
implement particular abstract data types when executed by
a processor in a computer or other data processing device.
The computer executable instructions may be stored on one
or more computer readable media such as a hard disk,
optical disk, removable storage media, solid state memory,
RAM, etc. The functionality of the program modules may be
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combined or distributed as desired in various embodiments.
In addition, the functionality may be embodied in whole or
in part in firmware or hardware equivalents such as inte-
grated circuits, field programmable gate arrays (FPGA), and
the like. Particular data structures may be used to more
effectively implement one or more aspects of the invention,
and such data structures are contemplated within the scope
of computer executable instructions and computer-usable
data described herein.

As discussed above, the local office (e.g., processing
facility) of an information distribution or access network
may transmit information downstream to various user
devices. The transmitted information may include content
(e.g., audio, video, Internet data, etc.) for consumption (e.g.,
playback, viewing, listening, display, storage, etc.) by a user
via user equipment, such as a gateway interface device (e.g.,
gateway interface device 111 of FIG. 1) and/or other com-
puting device (e.g., televisions 112, additional STBs 113,
personal computers 114, laptop computers 115, wireless
devices 117 of FIG. 1). To assist in providing the content to
a user, a content provider may implement in their distribu-
tion network an information distribution management sys-
tem that includes one or more information distribution
management devices (e.g., one or more servers and/or other
devices) configured to perform various processes related to
managing the providing of content to the user equipment
(e.g., user device) The features herein include techniques,
systems, apparatus, and methods for mapping trick modes of
operation in connection with the playback of media content
wherein the trick modes of operation are mapped to alternate
advertising or other media content. The features will be
described hereinbelow primarily in connection with an
embodiment in a television service network, such as a cable
television network. However, it should be understood that
this is merely exemplary. The features may be implemented
in connection with any form of media content, including
audio content, video content, and multimedia content, and in
connection with any number of delivery mechanisms for
such content, including television networks, media delivered
via the Internet or another information network, media
stored on any digital medium, including, but not limited to,
DVDs, CDs, solid-state memory, and hard disk drives such
as found in computers and DVRs.

FIG. 3a illustrates an example of the system shown in
FIG. 1, but with additional components at a different scale.
As illustrated, a local office 103 may have a link 1014, such
as an optical fiber line, that extends out to an optical fiber
node 302. At the node 302, the optical fiber 101a may be
terminated at a network interface computing device, and the
optical signals may be converted to coaxial cable signals and
carried out on coaxial cable lines 1015. The coaxial cable
lines 1015 may extend out to a series of distribution ampli-
fiers and taps 303qa,b, and on to the various premises and
homes 102.

A wireless service, such as a Long Term Evolution (LTE)
or 4G cellular telephone service, may also offer data services
in the same geographic area as the premises and homes 102.
For example, cell towers 301a-c may provide ranges of
coverage in their vicinity. Some locations, however, lie
beyond the wireless reach of the cell towers 301a-c. As
illustrated in FIG. 3a, and as will be discussed in further
detail below, one of these locations may choose to install
local antennas and amplifiers to provide a small range 304
in which the wireless service can function, by having the
wireless service’s data carried on the wired portions of the
network 101a,b.
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FIG. 354 illustrates an example of the system shown in
FIG. 3a, with additional detail. As illustrated an example
wired network may include wiring 310 throughout the
premises 102a, and beyond the premises 1024 out to the
remainder of the network. The wiring 310 may be any
desired type of wire, such as twisted-pair telephone wiring,
coaxial or optical cable, power line, Ethernet, or any other
physical media that employs transmission frequencies, such
as radio frequencies (RF), to carry data, and may be used to
implement the lines 101, 101a and 1015 described herein.
The wiring 310 may connect to a grounding interface 311 at
the premises, and can continue on outside the premises until
a local distribution tap 303a. The distribution tap 3034 may
then be connected to a distribution amplifier 312, which in
turn may be connected to an optical fiber node 302, and these
connections may use the same type of physical line 1015.
The fiber node 302 may convert the signals from the
distribution amplifier to optical signals, and transmit them to
the local office 103 using a different physical line 101« (e.g.,
an optical fiber instead of a coaxial cable) for further
processing.

In the illustrated example, the premises 102a may be
outside of the wireless coverage area of a wireless service
provider’s network device, such as tower 301c. The user at
that premises, however, may use (or install if needed) a
wireless service extension device 313, which may include a
local antenna and amplifier, for the wireless service. The
wireless service extension device 313 may transmit and
receive at the same wireless frequencies used by the wireless
service, but at a smaller power level. The user’s wireless
device 116 may communicate with the wireless service
extension device 313, and the wireless service extension
device 313 may transmit corresponding signals on to the line
310. To avoid interfering with the other traffic that is already
on the line 310, the wireless service extension device 313
may shift the frequencies of the wireless signals to available
portions of the spectrum on the wired lines 310. So, for
example, if an LTE service used the 750 MHz frequency for
upstream traffic (e.g., from a client to a server), but that
frequency is already used on the wired line 310 to carry
downstream signals, devices such as the wireless service
extension device 313 may shift the upstream signals from
the wireless 750 MHz to an upstream frequency on the wired
line 310, such as 50 MHz. Notably, this frequency shifting
need not decode or interpret the actual signal. Instead, the
received wireless frequency can simply be repeated and
shifted for transmission on the wired network, as-is, such
that in the time between the wireless service extension
device 313 receiving an upstream wireless signal and trans-
mitting the shifted version, the wireless service extension
device 313 device does not decode the wireless signal or any
data modulated on to the signal. Indeed, the wireless service
extension device 313 need not even contain a decoder
needed to decode data from the upstream signal—it may
simply pass this signal, as-is, on a different carrier fre-
quency.

These shifted upstream signals may traverse the wired
network, passing through distribution tap 303q, amplifier
312 and optical fiber node 302, and may be received at the
local office 103. At the local office 103, an optical termina-
tion device 314 may receive the signals and supply them to
a number of interfaces, such as a DOCSIS interface 315,
LTE interface 316 and whitespace interface 317. These
interfaces may each filter the signals to isolate the particular
frequencies of interest, shifting them as needed (e.g., shift-
ing the LTE signals to undo the shifting that was done by the
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wireless service extension device 313). Alternatively, this
filtering and shifting may be done by the optical termination
device 314.

Downstream signals may be handled in a similar fashion.
The LTE interface 316 may shift downstream signals from
an original wireless frequency to an allocated wired fre-
quency available on the line 310, and that signal may be
combined by the optical termination device 314 for down-
stream transport through the network to the premises 102a.

FIG. 3¢ illustrates example components of the wireless
service extension device 313. As illustrated, the wireless
service extension device 313 may include a frequency
splitter 320 configured to separate upstream and downstream
frequencies, and supply the downstream frequency (or fre-
quencies) to a downstream wireless transmitter/amplifier
321, and upstream frequency (or frequencies) to an external
device in the network (discussed further below). The down-
stream wireless transmitter/amplifier 321 may be configured
to transmit the downstream frequency wirelessly via antenna
322, for reception by local wireless devices such as LTE cell
phones. This transmission may include amplification of the
signal as well.

The wireless service extension device 313 may also
include an upstream wireless receiver/frequency shifter 323.
The upstream wireless receiver/frequency shifter 323 may
receive wireless transmissions, such as from local LTE cell
phones, via antenna 324 (which may be the same antenna as
antenna 322), and can transmit them on the line 310.
Depending on the frequency allocation on the line 310, this
upstream transmission may be shifted by the frequency
shifter 323 to occupy a different frequency band. For
example, if the upstream transmission on the wireless net-
work uses 740 MHz, but that frequency on the wired
network is reserved for downstream transmissions, then the
received 740 MHz signal may be shifted in frequency (or
downconverted) to occupy a different frequency band, such
as 40 MHz, that is otherwise unused or available on the
wired network for upstream transmissions. This shifting
however, need not actually decode or otherwise intelligently
process the upstream signal. It can be a basic shifting of the
received signal and retransmission, as received, but on a
different frequency.

The wireless service extension device 313 may operate
under the control of processor 325, which may execute
instructions stored on a computer-readable medium, such as
RAM 326. The processor 325 may control the wireless
service extension device 313’s settings, changing param-
eters such as the amount of amplification to use by the
amplifier 321 and/or the upstream receiver/frequency
shifter, the frequency at which to transmit the downstream
and/or upstream signals, the frequency at which the receiver
323 should receive wireless signals, etc.

FIG. 4 illustrate example methods for using the features
described herein. In step 401, a computing device, such as
application server 107 for a wired network, may receive a
request from a user to extend a wireless service using a
wired connection. The request may identify the user (and/or
a wireless device), a wireless service provider on which the
wireless device receives wireless service (e.g., a cell phone
number or other unique identifier), and an identifier of the
user’s account with the wireless service (e.g., an account
number, cell phone number, etc.).

In step 402, the wired network server may determine
whether the wired network can support the requested wire-
less service for the requesting user. This determination may
be based on the available bandwidth on the wired network
(e.g., in view of existing customer usage, to determine if one
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or more available frequencies or bandwidth channels can be
used to carry the wireless data), the user’s account status
with the wired network, the wiring from the premises 102a
to the hub (e.g., the bandwidth(s) that can be successfully
transmitted), and any other desired factor.

If the wireless service cannot be supported, then the
process concludes for the current request, and returns to step
401 to await the next request. However, if the wireless
service can be supported, then in step 403, the wired network
server may coordinate with the wireless network to carry the
wireless service’s data over the wired network for the
requesting user. This coordination may involve an exchange
of messages. The wired network server may transmit a
message identifying the requesting user and his/her account
identifier, and the wireless network server may transmit a
response message identifying details of the wireless service
that are pertinent to the requesting user’s service. For
example, these details may include the frequencies used by
the user’s wireless device for transmitting and receiving
wireless service data, the signal strengths used, and any
other desired details.

The exchange of messages may further identify the man-
ner in which the wired network and wireless network will
interface with each other. For example, the wired network
server may provide location information to indicate a geo-
graphic location of the local office 103 or location in the
wired network where the wireless provider is permitted to
install an interface, and details about the connections and
resources available at the location 103 to support the wire-
less provider’s interface device.

The coordination may further include updating a wireless
service provider’s database to indicate that the requesting
user’s wireless device is reachable through the wired net-
work’s local office 103. This may include, for example,
indicating that the location of the wireless device as being
the premises 1024, and that the cell towers 301a-c need not
bother attempting to reach the wireless device. The coordi-
nation may also include allocating upstream and/or down-
stream bandwidth on the wired line 310 to accommodate the
wireless service’s signals.

In step 404, the wired (or wireless) service provide may
install one or more interface computing devices at the local
office 103. As noted above, the interface device may receive
the wired network signal, and isolate the portion carrying the
wireless service’s signal. For security purposes, the wired
network service provider may prefer to install its own filter
to isolate the wireless service’s signal and shift it to undo the
shifting done by the wireless service extension device 313,
and can provide the wireless service interface with just a
modulated signal identical to the signal originally received
from the wireless device by the wireless service extension
device 313. Similarly, any other wireless service provider
may install its own interface equipment at the wired network
location 103.

In step 405, the wireless or wired service provider may
install or activate a device, such as a wireless service
extension device 313 at the premises 102a, and configure it
to use the specified upstream/downstream frequencies
agreed upon in the coordination 403.

As part of using the wireless service extension device 313,
and if not already done in the coordination 403, the wireless
service extension device 313 may also be registered with a
server computer for the wireless service provider (e.g., an
LTE cellular telephone company). This registration may
include providing information to the server identifying the
geographic location (e.g., GPS coordinates, street address,
etc.) at which the wireless service extension device 313 was



US 9,473,613 B2

9

installed and the user(s) who are expected to be using the
wireless service extension device 313 to communicate using
the wireless service. Providing this information to the wire-
less service provider may allow the wireless service provider
to prepare to receive communications from the identified
user(s) from the wired connection 310 instead of (or in
addition to) the wireless facilities of the wireless service
provider. The information may be used for mediation by the
server or service provider, such as granting a discount to a
wireless user who permits his/her wireless signals to traverse
over his/her wired network connection

Then, in step 406, the wireless service’s signals may be
processed at the local office 103 in the wired network via the
interface 320. For example, upstream signals that were
received and transmitted by the wireless service extension
device 313 may ultimately be received at the interface 316,
which can then supply the signals (or the underlying data) to
the wireless network’s servers. Downstream signals in the
wireless network may be supplied from the interface 316 to
the optical interface 314, and transmitted on the line 310 (at
a shifted frequency if desired to avoid existing network
traffic on the line 310), and the wireless service extension
device 313 may re-shift the frequency and locally broadcast
the wireless signal for reception by the user’s wireless
device.

The FIG. 4a method is one approach that began with a
user request to extend wireless service to a premises on the
wired network. In other embodiments, the wireless service
may be extended in response to a determination that the
wired network is already receiving the wireless service
signals through, for example, leaks in the wired network’s
lines 310. FIG. 454 illustrates an alternative embodiment, in
which the method may begin with the wired network detect-
ing an intrusion signal or interference, and subsequently
determining if this intrusive signal may be of use to another
wireless network.

In step 451, a computing device managing the wired
network 310 may initially store a database identifying
wireless frequencies that are in use in the geographic area of
the wired network 101. Multiple different databases may be
stored, corresponding to different geographic portions of the
network 101. For example, a database for the wired network
in a first neighborhood may indicate that a first wireless
service provider is using the 740 MHz frequency for
upstream transmissions and 750 MHz for downstream trans-
missions, and that a second wireless service provider is
using 900 MHz for a duplexed transmission channel. The
table below illustrates one such example:

Service  Service Provider

Frequency Provider Contact Service Signal Requirements

740 MHz LTE A Address A 50 dB signal strength 6 pm to
midnight weekdays

750 MHz LTE A Address A 100 dB signal strength all
times

900 MHz LTEB Address B 50 ms response time for
messages

The database may identify other information pertinent to
the listed service as well. For example, the database may
identify the service provider by identifier or name, and can
identify an address (e.g., an Internet address, website, email,
phone number, post office mailing address, etc.) at which the
service provider may be reached. The database can also
identify one or more service signal requirements. For
example, the particular service may require a certain mini-
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mum guaranteed bandwidth, or a maximum allowable band-
width. The service can require a certain minimum wireless
signal strength (e.g., in dB). The service can require a certain
amount of latency for delivery of data, and may identify
times of day for the various requirements (e.g., guaranteeing
higher bandwidth levels during peak hours). The wireless
frequency map may also be continuously updated as fre-
quency use changes in a geographic area, such as through
the addition of new services, new wireless towers or capa-
bilities, etc. The database may further maintain other infor-
mation useful for the use of the spectrum. For example, the
database could identify different times, such as times of day,
days of year, etc., during which the various characteristics
are applicable. The database could record weather and
temperature during those times, as that information may be
used to help predict the behavior of terrestrial RF transmis-
sions. For example, the database could indicate that a
stronger transmission strength is needed for a frequency
during the warmer months of the year. A computing server
can update this information according to a predetermined
schedule.

In step 452, the computing device may determine whether
harmful interference has been received at any node in the
network. The normal transmission of signal along the wired
line may include signal strength measurement devices
located, for example, at the distribution tap 303a, the local
office 103, or any other location in the network at where a
signal can be detected on the line. If a received signal
strength is determined to contain signals in an undesired
frequency beyond a predetermined noise level minimum,
then in step 453 the device may consult the wireless fre-
quency database to determine whether the unwanted inter-
ference is at a frequency listed in the database.

If the frequency is not listed in the database, then in step
454, the device may update an interference log data file to
note the detected frequency, its time of detection, and its
strength. The interference log may be useful if, at some point
in the future, a new wireless service is installed, and if an
owner of the computing device wishes to consider whether
its existing wire plant is sufficient to help extend the wireless
network coverage area.

If the frequency is listed in the database, then in step 455,
the device may determine whether the detected interference
will be sufficient to satisfy the requirements of the service.
For example, if the service requires a certain minimum
signal strength for certain time periods of the day, then the
device may check its interference log to determine whether
the detected interference will be sufficient to satisfy the
service’s requirements. If it is not sufficient, then the device
may return to step 454 and log the detected interference.
Logging this information may be useful, for example, if the
service requires a week’s worth of continuous signal recep-
tion above a certain threshold—the computing device may
use the log to determine whether a week’s worth of the
signal has yet been received.

If the detected interference is deemed sufficient for the
service, then in step 456, the computing device may deliver
an offer to the service provider, offering to extend that
provider’s wireless range using the wired network at the
interference location. This offer may be made by sending a
service extension offering message to the service provider at
the service provider contact listed in the wireless database.
The service extension offering message can be sent in a
variety of formats (e.g., an email message, a telephone
instant message, a voice phone call, a written letter, etc.)
depending on the contact address, and can contain a variety
of data regarding the detected interference. For example, the
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service extension offering message may identify the fre-
quency at which the interference was detected, its duration/
history and its signal strength. The message may also
identify service parameters that the computing device (or its
owner) is willing to offer. For example, the computing
device may wish to only devote a certain maximum amount
of computing resources for processing the service provider’s
messages, and the message may indicate this maximum. The
message may also identify the geographic area in which the
interference was detected. For example, the message can
identify the street address(es) serviced by the node that
received the interference.

In some situations, the detected interference might only
be sufficient for a portion of the service provider’s services.
For example, a particular node may receive interference in
the upstream frequency used by service provider LTE A, but
not in the downstream frequency used by that service
provider. In this situation, the computing device may make
an offer to just carry the upstream data for the service
provider. In such a situation, the offer may indicate that the
offered extension only encompasses the upstream signals for
the service provider. Alternatively, enhanced services may
be offered to the user if the user is located within an
acceptable coverage area of the antenna. For example, a user
who is located at the premises and using a wired connection
to carry wireless data for a wireless service may be permitted
to transmit or receive a larger amount of data than when
using just a wireless connection to carry the wireless data.

In step 457, the device may determine whether the service
extension offer was accepted by the service provider. If it is
accepted, then in step 458, the computing device may
determine how to map the wireless service’s data onto the
wired network’s existing frequency map, similar to that
noted above in the FIG. 4a example, to identify one or more
available frequencies that can be used to carry the wireless
service’s data. For example, the wired network may be
configured to use the 5-42 MHz frequency range for
upstream transmissions, and the 50 MHz to 860 MHz range
for downstream channels. If a nearby wireless service is
receiving upstream signals from users’ cell phones in the
740 MHz range, then those upstream signals cannot be
permitted to traverse the wired network at 740 MHz, as that
frequency is reserved for downstream use. The computing
device may reassign the wireless upstream channel from its
original frequency (e.g., 740 MHz) to an available upstream
channel on the wired network, such as 10 MHz. In operation,
then, the received wireless signals at the 740 MHz wireless
frequency may be transmitted upstream on the wired net-
work at the 10 MHz wired frequency.

In step 459, a wireless service extension device 313 may
be installed at the premises 102a. Of course, this may be
performed by a human technician, the homeowner, or any
other desired individual. As noted above in the FIG. 4a
example, the local amplifier itself may be configured (in
advance or upon installation) to receive and/or transmit at
the wireless frequency, and may perform up/down conver-
sions to transmit/receive signals on the wired network.
Using the example above, the local amplifier may be con-
figured to receive the local wireless interference at 740
MHz, and transmit the signal at 10 MHz on the wired
network. The wireless service extension device 313 may be
a computing device storing a database associating wired
frequencies with corresponding wireless frequencies, and
identifying parameters for their reception/transmission (e.g.,
signal strength). The installation may also include the coor-
dination 403 discussed above. Additionally, in some
embodiments, the premises 102a may already possess the
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amplifier and step 459 may merely involve an activation of
the already-installed equipment and/or functionality. This
may occur, for example, if the extension capability is
previously installed as part of a gateway 120 that the user
uses for accessing the external wired network 101.

Similarly, for downstream signals, the local amplifier may
also include a wireless transmitter, and may be configured to
receive the downstream signal on the wired frequency,
amplify it, and broadcast it wirelessly for local reception at
the premises 102a. Due to relevant regulations, this local
wireless transmission may be made at a low power level, so
as to only be of use within the premises 102a.

In step 460, the extended wireless service’s signals may
be processed at the local office 103, as discussed above in
step 406. The processing may involve isolating the
datastream from the wired channel that was mapped to the
wireless service, and delivering that datastream to one or
more computing devices that are configured to process the
wireless service’s data. For example, a 4G/LTE cellular
telephone service may include an interface server at the local
office 103, configured to receive 4G/LTE signals from the
optical receiver at the local office, and deliver them on to the
4G/LTE network’s servers. Similarly, other wireless ser-
vices, such as a whitespace service that uses local wireless
frequencies, can have a similar interface at the local office
103 to receive and transmit its wireless data over the wired
network of the local office 103.

In the FIG. 35 example, the wireless network provided an
interface 316 at the local office 103 of the wired network to
receive and process the wireless signals. Alternatively, this
interface need not be located at the same local office 103 as
the wired network’s data interface, and instead may be
located elsewhere in the network. FIG. 5 illustrates an
example in which an office 501, separate from the wired
network’s local office 103, is provided along the wired
network to receive and handle wireless transmissions.

In some embodiments, multiple premises may receive the
wireless network’s signals from a leak. As illustrated in FI1G.
6, two homes premises 102a and 1025 may receive inter-
ference from the local wireless network because they are
both coupled to the same line segment containing the leak
601. In such a situation, wireless service extension devices
313 may be installed in both premises 102q,b, and wireless
service extension devices 313 may be used to help triangu-
late the location of the leak 601. FIG. 7 illustrates an
example method by which this triangulation may be per-
formed. In step 701, a processor (e.g., processor 201 in a
server at the local office 103) may identify premises that
have local amplifiers installed for a common wireless ser-
vice, and who are connected to a common wire line 310 or
trunk.

For each identified premises, the local amplifier processor
325 may then perform a loop to identify the estimated
distance between the identified premises and the leak 601. In
general terms, the triangulation may rely on the fact that a
single wireless transmission from a wireless device at the
premises 102a may be received by the local amplifier 308
twice: once over the upstream antenna 324, and again on the
line 310 via the leak 601. By comparing the time difference
between when this signal was received, the wireless service
extension device 313 may determine an approximate dis-
tance between the leak 601 and the premises 102a. Doing
this for more than one premises may help narrow down the
location of the leak 601.

The loop begins in step 702 with identifying a timestamp
for when an upstream transmission was received from a
wireless device at the premises. Any upstream transmission,
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such as a particular packet or burst sent from the user’s
wireless device, can be chosen for this purpose, as long as
the burst is uniquely identifiable.

Then, in step 703, the local amplifier processor 325 may
also determine when the same upstream transmission (e.g.,
the same burst or packet) was received by the wireless
service extension device 313 via the wired connection on
line 310. This may be detected using, for example, a
detection circuit connected to the line 310 to the left of the
filter 320 in the local amplifier shown in FIG. 3¢. This
upstream detection circuit may detect communications at the
wireless service’s upstream frequency that enter the line 310
via the leak 601 and propagate down to the local amplifier
313.

In step 704, the wireless service extension device 313 may
then determine a difference between the two times, and this
time difference may be considered to be due to the propa-
gation of the signal between the leak 601 and the wireless
service extension device 313. Using a velocity of propaga-
tion constant (which can be based on the physical medium
used for the line 310), this time difference can then be
converted to an estimated linear distance from the wireless
service extension device 313 to the leak 601. The local
amplifier may then report this distance value back to a
processor at the central office 103 (or any other processor
that is configured to collect the data).

The process can then return to repeat the loop for the
remaining premises identified in step 701. In some instances,
the steps 703 and 704 might not be possible for a particular
premises if, for example, the wireless device’s transmission
is not strong enough to reach leak 601 and propagate back
via the wire 310. The loop may simply skip those premises.
The loop may also stop after a predetermined maximum
number of distances is determined (e.g., after 3 premises and
distance pairs are identified).

When all desired premises have been processed, then in
step 705 the processor at the central office 103 may use the
known geographic locations of each premises (which may
be identified as part of the registration described above) and
the estimated distance to the leak 601 for each to triangulate
and determine the likely location of the leak 601.

The example above used the wireless device’s upstream
transmission as the signal for comparing propagation times.
In another embodiment, the intruding downstream signal
from the wireless service may be used. In this other embodi-
ment, which generally would operate as illustrated in FIG. 7,
the timestamps in steps 702 and 703 would be for when two
different local amplifiers 308 at two different premises
received the same downstream packet or burst coming over
the wired line 301. The time difference would represent the
additional propagation needed to reach the premises that
received the packet or burst last. For example, if premises
1024 received the burst 100 ms later than premises 102aq,
then the processor can determine that premises 102 is 100
ms (in propagation time) farther from the leak than premises

02a.

Once a leak 601 has been located, the wired service
provider may make a determination as to whether to repair
the leak. In some situations, if enough local amplifiers have
already been installed to extend the wireless service, the
wired service provider may decide to leave the leak alone,
or to even add wireless receiving antenna structures to help
take advantage of the local amplifier infrastructure. The
wired network provider may offer an extension service to a
wireless service provider, and decide to leave the leak alone
if the wireless service provider agrees to subscribe to a
wireless extension that uses the wired network.
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As an additional feature, the system herein may be used
to expand DOCSIS (Data Over Cable Service Interface
Specification) station maintenance messages to carry small
amounts of information beyond that specified in the DOC-
SIS format. For example, a DOCSIS MAP, RNG-REQ or
RNG-RESP message may be used, but the payload for the
message may deviate from the originally-specified format,
and may be modified to carry alternative information
instead.
The features described herein are merely examples. It will
be understood that the features may be combined, separated,
rearranged and omitted as desired to suit a particular instal-
lation, and still be within the scope of this disclosure. The
true scope of this patent is only limited by the claims that
follow.
The invention claimed is:
1. A method, comprising:
determining, by a computing device, that a signal strength
of a downstream wireless signal received at a user
network is below a predetermined minimum strength;

identifying, by the computing device, a wired network
connected to the user network;
determining that the wired network is able to receive
wireless transmissions in a frequency corresponding to
a downstream wireless signal frequency;

determining that the downstream wireless signal is inter-
fering with wired communications on the wired net-
work, and is being received via a leak in the wired
network;

determining to offer a wireless extension service to a

wireless service provider using the leak in the wired
network;

responsive to receiving the downstream wireless signal

over the wired network, retransmitting the downstream

wireless signal wirelessly to the user network; and
receiving an upstream wireless signal, and retransmitting

the upstream wireless signal over the wired network.

2. The method of claim 1, wherein the downstream
wireless signal comprises a cellular telephone signal.

3. The method of claim 1, further comprising amplifying
the downstream wireless signal prior to retransmitting it
wirelessly to the user network.

4. The method of claim 1, further comprising shifting a
frequency of the upstream wireless signal to correspond to
an available upstream frequency on the wired network.

5. The method of claim 1, further comprising:

storing a database identifying frequencies used by wire-

less service providers across a plurality of geographic
areas;

determining that wireless interference is degrading a

wired network signal in a first geographic area; and
determining whether the wireless interference corre-
sponds to any of the frequencies in the database.

6. The method of claim 1, further comprising:

installing a wireless network interface on the wired net-

work, wherein the wireless network interface is con-
figured to retrieve upstream wireless signals from the
wired network at a different frequency from which they
were originally wirelessly transmitted.

7. A network method, comprising:

receiving, by a computing device at a premises coupled to

a wired network, a wireless signal on a first frequency;
determining, by the computing device, a second fre-
quency that is unused on the wired network; and
shifting a frequency of the wireless signal from the first
frequency to the second frequency and transmitting a
resulting frequency shifted wireless signal onto the



US 9,473,613 B2

15

wired network, wherein the computing device is con-
figured to cause the wireless signal to be amplified
before modulating of the wireless signal for transmis-
sion on the second frequency.

8. The method of claim 7, wherein in a time between the
receiving and the transmitting, the computing device does
not decode data from the wireless signal.

9. The method of claim 7, further comprising using the
frequency shifted wireless signal to extend a wireless service
to a geographic area not covered by a provider of the
wireless service.

10. The method of claim 7, further comprising:

receiving, by the computing device, a downstream signal

over the wired network; and

shifting a frequency of the downstream signal and trans-

mitting a resulting frequency shifted downstream sig-
nal as a wireless signal proximate to the computing
device.

11. The method of claim 10, further comprising using the
computing device to carry cellular telephone network sig-
nals over the wired network as frequency-shifted versions.

12. The method of claim 11, wherein using the computing
device to carry cellular telephone network signals over the
wired network as frequency-shifted versions does not
include decoding data carried in the cellular telephone
network signals by the computing device.

13. A computing device, comprising:

a wired signal interface;

a wireless signal interface; and

a processor, configured to perform the following:

determine an available upstream frequency on a fre-
quency spectrum of the wired signal interface;

receive a wireless signal on the wireless signal inter-
face;
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cause a frequency shift to be performed on the wireless
signal received on the wireless signal interface to the
available upstream frequency; and

cause a carrier signal to be modulated at the wired
signal interface at the available upstream frequency
of the wired signal interface to match a modulation
of the wireless signal received on the wireless signal
interface,

wherein the processor is further configured to cause the
wireless signal received on the wireless signal inter-
face to be amplified before modulating the carrier
signal at the available upstream frequency.

14. The computing device of claim 13, wherein the
processor is further configured to modulate at least a portion
of the carrier signal at the available upstream frequency
without decoding data carried in the wireless signal received
on the wireless signal interface.

15. The computing device of claim 13, wherein the
processor is further configured to:

receive a downstream signal at a frequency on the wired

signal interface; and

modulate a wireless signal at an antenna to match a

modulation of the downstream signal.

16. The computing device of claim 13, wherein the
processor is further configured to transmit or receive wire-
less cellular telephone signals as frequency-shifted signals
over the wired signal interface.

17. The computing device of claim 13, wherein the
processor is further configured to receive an upstream signal
at an upstream cellular telephone frequency, shift a fre-
quency of the upstream signal from the upstream cellular
telephone frequency to an upstream cable modem frequency,
and transmit a resulting frequency shifted wireless signal at
the upstream cable modem frequency over the wired signal
interface.



